Website and App Pool Creation Workflow

* Input: App Pool Name
* Input: App Pool Identity
* Input: gMSA Account (Y/N)
  + Check for Y or N until valid
    - If Y: Continue
    - If N: Input: Identity Password
* Input: Website Name Same as App Pool (Y/N)
  + Check for Y or N until valid
    - If Y: Continue
    - If N: Input: Website Name
* Directory check
  + If directory exists: Continue
  + If directory does not exist: Auto create directory & Display: Directory created
* Input: Website IP
  + If no IP entered: Continue
  + If IP entered: Check IP
    - If IP invalid: Input: Enter IP and check until valid
* Input: Require SSL (Y/N)
  + Check for Y or N until valid
    - If N: Continue
    - If Y with no IP: Input: Enter IP
      * If no IP entered: Display: No SSL binding created
    - If Y with IP: Continue
  + Choose Cert
    - Display: Currently installed certs
    - Input: Cert number
      * If number not on list: Display: Number not on list. Install manually.
* HTTP Binding
  + If Website IP entered: Create: Binding without Hostname Header
  + If no Website IP entered: Create: Binding with Hostname Header
* SSL Binding
  + If Website IP entered: Create: New SSL binding
  + In no Website IP entered: Continue
* Display: Installation complete